NFIRS Report Design:  Incident Listing



REPORT DESCRIPTION:  

The Incident Listing report provides the user with a mechanism for obtaining Incident Key information for a specified group of incidents.  This listing may be filtered using the report runtime parameters listed below. The report provides a quality alternative to the NFIRS 5.0 Data Entry Tool's Incident Search screen for getting incident list information. The report provides a listing of all incidents that meet the specified criteria for the selected date range and report group.  

The following fields appear on the report page:

1. FDID

2. FDID State

3. Incident Date

4. Incident Number

5. Exposure

6. NFIRS Version

7. Incident Status

8. Incident Released

9. Incident Station

10. Mutual Aid Given/Received

11. Incident Type

12. Incident Last Updated Date 

13. Incident Last Updated By

RUNTIME PARAMETERS:

The NFIRS 5.0 web-based Summary Output Reports Tool enables the user to enter a number of runtime parameters.  Primarily, parameters are used to filter a given report’s content in terms of Incidents or Fire Departments.  Parameters are also used to sort a report’s output.   A parameter page showing all user runtime report parameter selections is created as the first page of the report.

The Incident Listing report offers the following runtime parameters:

1. Date Range:  Dates may be entered for the report using two text fields which appear at the top of the online parameter screen. Located next to each of these fields is a Calendar control that may be used to select dates for each field. Date values entered into these two fields will determine the Incident Date range for which incidents will be included in the report calculation. 

2. Group Selection: The Group selection control operates much like the folder view in the Microsoft File Explorer.  The control displays the groups and FDIDs the user can access based upon their NFIRS group assignment. Users with access above a single FDID level may select both groups and individual FDIDs for the report.  The FDIDs that comprise the selected "group" will be used to filter the content of the report.

3. Status:  The Status control contains a drop down list that provides the user with choices for filtering the Incidents in the report based upon the Incident’s Status (e.g. Valid, Invalid, or Both).

4. Version:  The Version control contains a drop down list that provides the user with choices for filtering the Incidents in the report based upon the Incident’s original input version (e.g. 4.1, 5.0, or Both).

5. Released:  The Released control contains a drop down list which provides the user with choices for filtering the Incidents in the report based upon the Incident’s Release status (e.g. Released, Unreleased, or Both).

6. Adhoc Filters:  Adhoc filters enable the user to create additional Filter parameters that will further limit the Incidents that are retrieved for the report.   Since the Adhoc Filters dialog is not commonly used for the report and uses a fair amount of screen space, a check box has been placed on the online parameter screen to invoke the filter creation process.  Once invoked the user may select from a list of available Coded Fields for filtering the Incident content of the report.  The user “builds” a filter on the left side of the screen by: selecting a Coded Field, entering required values, and using the Arrow button in the center of the screen to “move” the filter over to the parameter box on the right of the screen.  Five filters may be created for each report.  Incidents that fall within each filter’s range, will be retrieved for the report.  Note:  Please keep in mind that filters are cumulative and that the use of multiple filters could create mutually exclusive selection criteria causing few (or no) Incidents to be retrieved for a given report request.
7. Sort:  The Sort control contains a drop down list that provides the user with choices for sorting the output of the report  (e.g. FDID, FD Name, etc…).

SQL:

SQL in an Actuate report may lie at both the Report and at the Field Level.  Report level SQL Level determines the overall data set for the report.   Field level SQL is generally used to sum or count values from the overall data set detremined by the Report Level.

A. Report SQL:  The report SQL joins the INCIDENTKEY and IN_BASIC tables including incidents based upon the user-entered report parameters discussed above.  Since No Activity Incidents have no IN_BASIC record, an Outer-Join is used in the report SQL to insure that those  Incidents that exist in INCIDENTKEY but do not exist in IN_BASIC are retrieved for the report.

B.
Field SQL:  This report contains no Field Level SQL as the Incident Key data is displayed as retrieved from the database.  
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